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SENATE JO NT MEMORI AL 8007

State of WAshi ngt on 56th Legislature 1999 Regul ar Sessi on

By Senators Finkbeiner, Benton, Brown, Hochstatter, Kline, Shin and
W nsl ey

Read first tinme 01/20/1999. Referred to Committee on Energy,
Technol ogy & Tel ecommuni cati ons.

TO THE HONORABLE W LLIAM J. CLINTON, PRESIDENT OF THE UN TED
STATES, AND TO THE PRESI DENT OF THE SENATE AND THE SPEAKER OF THE HOUSE
OF REPRESENTATI VES, AND TO THE SENATE AND HOUSE OF REPRESENTATI VES OF
THE UN TED STATES, |IN CONGRESS ASSEMBLED, AND TO THE JUSTICE
DEPARTMENT, THE DEPARTMENT OF COMVERCE, AND TO THE FEDERAL BUREAU OF
| NVESTI GATI ON:

We, your Menorialists, the Senate and House of Representatives of
the State of Washington, in | egislative session assenbl ed, respectfully
represent and petition as foll ows:

WHEREAS, Consuners and busi nesses have a legitimate interest in the
protection of their privacy and keeping financial, personal, and
proprietary information confidential; and

VWHEREAS, | ndi vi dual s shoul d be secure fromgovernnent interference
in their right to privately conduct conmmunications; and

WHEREAS, The threat is spreading that information transmtted

electronically wll be seized by hackers or crimnals and used for
illegal purposes, such as theft and fraud; and
WHEREAS, Consuners and businesses will not transmt information

electronically if they do not feel that their information is adequately
prot ected; and
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WHEREAS, United States consuner commerce on the world-wide web is
expected to reach six billion dollars in 1998; and

VWHEREAS, Washington state has a large and grow ng nunber of
successful businesses that depend on the future viability of electronic
commer ce; and

VWHEREAS, Electronic commerce will not prosper unless business
information is secure and consuner privacy is protected; and

WHEREAS, The technology exists to protect digitally transmtted
information and encryption prograns are the key to information
security; and

VWHEREAS, The market for encryption is |large and grow ng; and

WHEREAS, Encryption prograns are manufactured worldwide in
countries that place no restrictions on encryption; and

VWHEREAS, Anerican software nakers wll be unable to conpete
globally if not permtted to manufacture and sell strong encryption
products both donmestically and abroad and will |ose market share to

foreign software nakers; and

WHEREAS, Forei gn dom nance in the encryption market will nean the
spread of products that do not neet United States |aw enforcenent
needs; and

WHEREAS, Crimnals will use various neans to acquire encryption
even if it is banned; and

VWHEREAS, New and i nnovative nmet hods are bei ng devel oped and shoul d
be devel oped to catch crimnals without inhibiting free trade; and

WHEREAS, Washi ngton state software manufacturers could contribute
to the devel opment of innovative |aw enforcenent methods; and

WHEREAS, Forei gn dom nance in the encryption nmarket will nean the
| oss of donestic jobs; and

VWHEREAS, The software and conputer services sector supports 7.5
percent of WAshington state’s aggregate enpl oynent; and

WHEREAS, The average wage per Washington state software sector
enpl oyee is alnost five tinmes the state-w de average incone; and

WHEREAS, A loss of jobs in the software and conputer services
sector will create severe econom c repercussions in Washington state
and t hroughout the nation; and

VWHEREAS, The optinmal United States policy woul d pronote privacy and
i nformation security, not bar the manufacture, sale, or use of any form
of encryption within the United States; give priority to research,
devel opnent, and depl oynent of new technol ogical capabilities for |aw
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enforcement for wuse in coping wth technological challenges; and
streamline and progressively relax export |licensing controls of
crypt ogr aphy;

NOW THEREFORE, Your Menorialists respectfully pray that United
States policy pronote privacy and information security; not bar the
manuf acture, sale, or use of any formof encryption within the United
States; give priority to research, devel opnent, and depl oynent of new
technol ogi cal capabilities for |aw enforcenent; and streamine and
progressively relax export |licensing controls on cryptography.

BE IT RESCLVED, That <copies of this Menorial be imediately
transmtted to the Honorable WIlliam J. dinton, President of the
United States, the Justice Departnent, the Departnment of Commerce, the
Federal Bureau of Investigation, the President of the United States
Senat e, the Speaker of the House of Representatives, and each nmenber of
Congress fromthe State of Washi ngton.

~-- END ---
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